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Internet, desde su creación, se pensó como 
un espacio de libre circulación de las ideas e 
información; pero su creación trajo también 
restricciones estructurales que controlan 
lo que se puede cargar en el vasto espacio 
virtual y cómo modificarlo. Algunos países 
han impuesto regulaciones en el pasado, 
como China, donde las leyes del mundo 
real afectan directamente al uso del mundo 
virtual. En los últimos meses, el presidente 
de México hizo una propuesta para aplicar 
regulaciones en el uso de Internet así como 
imponer licenciatarios para proporcionar 
datos sobre los ciudadanos mexicanos. La 
ley presenta varios defectos, uno de ellos 
es la falta de claridad. Muchos ciudadanos 
ven este reglamento como opresivo, algunos 
otros piensan que Internet debe ser un lugar 
sin restricciones que garanticen la protec-
ción y el anonimato de los datos personales.

Since its creation, Internet was thought to be a 
space of free flow of ideas and information, but 
its creation also brought structural restrictions 
that control what can be uploaded into the vast 
virtual space and how this can be modified. 
Some countries have imposed regulations in the 
past, like China, where the laws of the real world 
affect directly the use of the virtual one. In recent 
months, Mexico’s president made a proposal to 
apply regulations in the use of Internet and to 
impose licensees to provide data about Mexican 
citizens. The law presents several flaws; one of 
them is the lack of clarity. Many citizens see this 
regulation as oppressive, some other think that 
Internet should be a place with no restrictions 
that guarantees the protection and anonymity 
of personal data.
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Introduction 

A society where all the inhabitants are 
monitored at every moment and 
everywhere, whether at the office, their 

houses, or even at the moment of confessing 
their “sins” and thoughts against the system. 
This description is part of the story behind the 
movie directed by George Lucas in 1971, THX 
1138.  All the surveillance of the citizens is made 
through the city’s net and if someone attempts 
–or even think of– attacking the system, that 
person will suffer several consequences. 

Although this is a fictional story -–partly based 
on Orwell’s novel 1984, and on Huxley’s A Bra-
ve New World, and on Dick’s novel Do Androids 
Dream of Electric Sheep?– something not very 
dissimilar could happen in Mexico.

In recent months –to be precise on March 24th 
2014– the president of this country, Enrique 
Peña Nieto, sent to the Senate of the Republic 
a plan to reform the secondary laws of the te-
lecommunications bill presented in 2013. Such 
reform presents several changes in the regu-
lation of business competition when it comes 
to Television and Radio services. Not only that, 
but also to the companies that provide mobile 
communications and many regulations to the 
Internet services and uses. This latter point has 
caused discontent on one part of Mexican so-
ciety, reaching the point of marching in several 
cities around the country advocating for the 
freedom of the net. The unhappiness was so big 
that even the hashtag #EPNvsInternet became 
a worldwide trending topic on the virtual plat-
form Twitter.

This project will focus on the specific articles of 
such proposal that intend to modify the regula-

tion of the Internet. This delimits first the fact 
that not all the bill will be analyzed, and only 
the points concerning these regulations will be 
discussed.  

The study of Internet regulation is not so-
mething new, perhaps it even started somewhat 
at the same time Internet began to expand and 
people started to have access to its different 
contents. 

In his article, John McGuire (1999) analyzes 
the different regulations that exist in both the 
United States and Germany, presenting the 
similarities and differences in the constitution 
of each country and describing the concerns of 
both countries about pornography and infor-
mation about extremist political groups –such 
as neo-Nazi websites– respectively. One of the 
options he describes on his articles is the use 
of Firewalls, this would serve as a “strainer” of 
contents; only the information approved by the 
government will be accessible for the users. 

Something similar is described in Stevenson’s 
paper (2007). He presents how the structure of 
the so-called “Great Firewall of China’s” is orga-
nized, enforced by various agencies and laws put 
in place since 1996 and that have been changing 
over the years. 

One of the aspects that allows China’s govern-
ment to have a better control over the contents 
available in the country are the technical barriers 
that they have installed: the system works by 
accessing to the “greater Internet” only through 
a tier controlled by the State, which creates a 
big intranet within the country. 

Another nation where Internet regulations can 
be observed is Singapore. Hwa Ang and Nada-
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rajan (1996) present the basis from which the 
government of this country applies censorship 
mechanisms to its Internet users. Starting with 
more restricted contents to users accessing at 
home than to businesses, a heavier legal burden 
for contents directed to youngsters than to 
adults, public consumption is also more restric-
ted than private one and a principle that states 
that materials that have artistic and educational 
value are less heavily censored. 

The authors also point out 
to the problems of censo-
ring the Internet, among 
others, the lack of a solid 
classification about what 
the Internet is.  According 
to the authors, there are 
three regimes to the In-
ternet, being classified as a 
telecommunications servi-
ce, a computer service or a 
broadcast service. Singapo-
re chose the latter and thus, 
the Singapore Broadcasting 
Authority –SBA– is the one 
that regulates whatever 
happens in the net.

In Mexico there is not a 
single regulatory organism 
that standardizes –or tries 
to– the Internet. One of 
the pretensions of the new reform is to give 
more regulatory power to the Federal Institute 
of Telecommunications –IFT for its acronym in 
Spanish– and to establish certain rules to other 
bureaus of the government.

There are specifically six articles that have 
caused the discomfort from several Mexican ci-

tizen1s;  these are the articles 145, 189, 190, 192, 
194 and 197. They are briefly described next1:

•	 Article 145.  Authorized dealers and 
service providing access to Internet must 
be subject to the general guidelines issued 
to the effect that the Institute, as follows:  
–paragraph three– Privacy. They must pre-
serve user privacy and security network. 
They could block certain content, applica-

tions or may block access 
to services at the specific 
request of the user, except 
upon order of authority or 
are contrary to some norm.  

•	 Article 189. Telecom-
munications licensees and, 
where appropriate, the 
authorized are required 
to provide the real-time 
geographic location, of any 
type of communication 
device that is associated 
with research in organized 
crime, drug crimes, kidnap-
ping, extortion or threats, 
at the request of the 
Attorney General's Office, 
the attorneys of the Sta-
tes or the agents of the 
Ministry Audience whom 
this power is delegated in 

accordance with the laws corresponding. 

•	 Article 190. Telecommunications licensees 
and, where appropriate, the authorized ser-

1 	 The full proposal can be obtained (in Spa-
nish) at: http://www.presidencia.gob.mx/wp-content/
uploads/2014/03/INICIATIVA-LEY-CONVERGENTE.
pdf	

The study of Internet 
regulation is not 
something new, 
perhaps it even 
started somewhat 
at the same time 
Internet began 
to expand and 
people started to 
have access to its 
different contents. 
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vice providers of application and content 
are required to permit, that the authorities 
empowered by law exercise the control and 
execution of the involvement of private com-
munications and give them the support they 
request, in accordance with applicable laws. 

•	 Article 192. Telecommunications dealers 
and, where applicable, the authorized, are 
required to keep a record and control of 
communications made from any device, in 
any form, enabling accurately identify the 
following information: a) Name or business 
name and address of the subscriber;  b) 
communication and service type; c) Ori-
gin and destination of communications; d) 
The date, time and, where appropriate, 
duration of calls; e) Date, time and loca-
tion of the initial activation of the service; 
f) If applicable, identification and technical 
characteristics of the devices, including, 
among others, the international identity 
code of manufacture equipment and subs-
criber; g) The geographical location of the 
device, and h) The other which surrende-
red the owner of the service, subscriber 
or registered for identification purposes. 

•	 Article 194. Telecoms Grantees must 
submit the data conserved at the request 
of consulting from justice enforcement 
and security instances, according to their 
powers, in accordance with applicable laws. 

•	 Article 197. In addition to the previous 
obligations, the telecommunications licensee 
and the authorized will have to: –paragraph 
three– Perform immediate suspension of 
services when so instructed by the com-
petent authority pursuant to the applicable 
legal provisions. –Paragraph seven– Block, 

inhibit or temporarily override telecommu-
nications signals events and hot spots for 
public safety and at the request of national 
authorities. 

One of the main points of discomfort is the va-
gueness of definition, especially in articles 145, 
189, 190 and 192, which they do not clarify which 
ones are the “others authorized organisms” that 
can apply the laws.  Another important concern 
is the geographic location and the shutdown of 
the service at moments where, with no specific 
definition, someone is attempting against “na-
tional security”.  “Override the signal at events 
and hotspots for public safety” –once again, not 
clearly defined– has been viewed as a form to 
abolish freedom of speech from citizens. 

All these attempts of regulation –viewed at a 
macro level as well– have implications that affect 
the use of Internet and are interesting not only 
from a communications studies perspective, but 
also from disciplines such as sociology, politics 
and the economics. Each of these fields of study 
can provide a different point of analysis and give 
a variety of conclusions. 

 This could be a very big and important change 
in Mexican society, and surely it would have 
implications on several aspects on the lives of 
citizens and in fields of study. 

“The invisible hand of cyberspace is construc-
ting an architecture that will perfect control and 
make highly efficient regulation possible” (Les-
sig, 2006, p.4).  To better understand the changes 
that may –or may not occur– in Mexico, the ba-
sis of analysis will be based on Lessig’s concepts 
found in the new version of his book Code. Ver-
sion 2.0 (2006). This will allow presenting what 
are the structural characteristics of the net, in 
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which way the Internet can be controlled by 
monopolizing the code and what are the limits 
of privacy and free speech on the virtual world, 
as well as the limits of control of the net itself.  

The way in which the Net has been built deter-
mines the interactions we, as users, can do in 
the virtual world. As Lessig puts it, the nature 
of the Net is the product of its design and this 
could allow the disclosure of personal informa-
tion, including the location and actions users 
have done or are doing in real time (2006).

There are three ideas that 
Lessig explains related to 
the exposure of virtual in-
formation:

1.	 Identity. Includes name, 
sex, address, level of edu-
cation, social security 
and driver’s license num-
ber,  your occupation 
and even “the purchases 
you have done on Ama-
zon.com” (2006, p.39). 

2.	 Authentication. This 
process, in theory, is controlled –or should 
be– by the same user. It is a matter of crea-
ting trust, and when it comes to the Net, 
that trust can be easily imitated and inven-
ted; that is why we also need a form that 
can assure a unique identity (Lessig 2006).   

3.	 Credential.  A tool that allow us to confirm 
our identity and keep it safe. Some are bet-
ter than others and better technologies and 
credentials permit more distant authentica-
tion (Lessig 2006).

In cyberspace these characteristics function 
by collecting data from the Internet Protocols 
addresses –IP– and by looking at other IP ad-
dresses that send bits of information to, –these 
are called packets– (Lessig 2006). This process 
does not identify “who” sent the information, 
rather, it only asserts “where” that particular in-
formation came from. If the objective is to know 
the identity and not only the address of the user,  
“that functionality should be performed by an 
application connected to the network, not by 
the network itself” (Lessig 2006, p. 43).

This last point is very 
important. In the Net, anon-
ymity is the given and it is 
impossible to exactly know 
“who” is visiting or behaving 
in certain ways in cybers-
pace (Lessig 2006).  Unless 
the IP address is traced to 
its owner, which in time, has 
to be done by looking at the 
Internet Service Provider’s 
(ISP) records and reveal the 
identity of the user –or at 
least the owner, it could be 
the case that someone else 

is using the IP address of another person–  (Les-
sig 2006). 

What this shows us is the fact that completely 
anonymity in cyberspace is not a fact and that the 
structure of the Net itself allows ways to identify 
the user on the web. It is important to mention 
that this kind of tracing is made indirectly. It is not 
made by one instance –the government looking 
at their own records, for instance– but through 
an intermediary –the ISP–. Those technologies 
regulate the behavior of users differently than 
made directly (Lessig 2006).

The way in which 
the Net has been 
built determines the 
interactions we, as 
users, can do in the 
virtual world.
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These regulations links to the idea of having 
better ways of virtual identification by using 
credentials that can connect what we do on-
line to our identity.,This of course having in 
mind better ways to protect who we are in 
the Net and other advantages that this carries, 
such as better commercial options and better 
ways to keep information with us wherever we 
go. This would make a change connected to the 
network. 

But this idea also has a downside. If we allow 
a virtual ID that could contain all of our in-
formation –and use it the 
way we decide to use it– an 
easy way to impose a regu-
lation would be to require 
certain data on websites, 
that is, to program “locks” 
that can be opened only 
by giving specific personal 
information. In this way, 
the government only needs 
to incentive individuals to 
present information by 
regulating intermediaries 
(Lessig, 2006).

Lessig (2006) also presents four constraints 
that regulate a user in the cyberspace; these 
are Law, Architecture, Norms and Market.

For the purposes of this work, the points 
made on Law –external law, made in the real 
world– and the Architecture of the Net will 
be considered. This due to the effect that the 
new laws presented by Mexico’s president 
would have both in the market and the norms 
of Mexican citizens and the changes that this 
legislation would bring to the architecture of 
the net, if the proposal is approved.   

One of the main points that are at risk with this 
proposal is that it attempts to have total control 
over the privacy of the Internet users. Here, the 
concept of “digital surveillance” would be used 
to approach to this issue. This notion is defined 
by Lessig as “the process by which some form 
of human activity is analyzed by a computer 
according to some specified rule” (2006, p. 209).  

There are three main conceptions to unders-
tand privacy. The first one does not seem to 
present a significant problem due to the burden 
of indiscriminate searching on the Net by the 

government, the searching 
goes imperceptible. The 
second one sees this sear-
ching as an offense to the 
dignity of the user, a search 
without justification harms 
whether or not interferes 
with your life. The third 
one is about preserving and 
limiting government power 
and what it can do with our 
information (Lessig, 2006). 

As mentioned before, trust 
on the net is vital, thus, 

to see if Internet users feel comfortable with 
the modifications on the law one hypothesis 
is presented: government will not be seen as 
trustworthy so as to have a record of personal 
information of the Net users. To obtain the re-
sults and support this claim a survey was applied 
to Mexican Internet users.  

Methods

In order to gather evidence three steps were 
applied: 1) an evaluation of the proposal to see 
how these changes affect the freedom of the 

One of the main points 
that are at risk with 
this proposal is that 
it attempts to have 
total control over 
the privacy of the 
Internet users. 
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use of the Net; 2) newspapers were analyzed as 
well to see what they inform about the reform 
and to see if that information is clear and easy to 
understand for all the people; 3) finally, a survey 
was applied to people in Mexico (most of them 
students) to ask them about the reform, how 
this affect them and what do they think about 
concepts such as privacy and the freedom of 
the Net.

It is worth noting that a questionnaire was sent 
to all the participants, this presents the downsi-
de of not answering the doubts that may arise 
when they are responding the questionnaire. In 
order to attempt to solve this, a quick series 
of questions will be made to them to see if any 
doubts appeared when answering the question-
naire. 

Results and Discussion

When reading the different articles it is easy 
to identify several points that are confusing. 
The article 145, on its first paragraph, states 
that Internet users could access to any content, 
application or service offered by the licensees, 
but in the third paragraph the law proposes that 
they could block certain content, applications 
or may block access to services. The article 
contradicts itself and never clarifies any of these 
issues.

Article 189 contemplates the obligation, of the 
licensees, to provide the geographic location of 
any device that is associated with research in 
organized crime, drug crimes, kidnapping, extor-
tion or threats. In principle this sounds like a 
reasonable point to do such act, however, many 
of the discontent is the lack –again– of specifici-
ty, especially with the concept of threats which 
is not well defined and can be manipulated ea-

sily by the government to trace any device they 
would consider as threatening. 

One of the main purposes of the proposal is to 
give total control to the government over the 
interventions and blocking of devices’ signals, 
taking the Internet providers’ infrastructure 
and looking at their databases. This is what the 
articles 190, 192 (this one gives specific details 
to identify users including name, date and ad-
dress of the subscriber), 194 (requires that such 
information will be delivered to the authori-
ties within 24 hours, third paragraph) and 197 
(which goes deeply into all the kinds of blocking 
of contents in devices). They all state details that 
give government more and more control over 
the content on the Net, the practices of ISP’s 
and the management of data.

The law imposes changes in the way the ar-
chitecture of the Net functions by demanding 
licensees to basically serve to the interest of 
government. This type of control is indirect; this 
does not only affect the users, but to the ISPs 
as well. Costs may arise due to this legislation, 
and not only that, reliability of users on an ISP 
will decrease to the point of complete distrust 
on it and the lack of certainty of how his/her 
information is going to be used.

These changes facilitate the government the 
tracking of the identity, eliminates the process 
of authentication by simply looking at the data 
provided by the ISPs and virtual credentials sin-
ce the government would have the capability of 
blocking content whenever and however they 
want to. 

How are these changes presented in the news2? 
Many of the articles that explain the reform 



12

Jardiel Legaspi Gutiérrez

2present the proposal as an attack towards the 
freedom of the Internet and speech. An article 
by Electronic Frontier Foundation even titles 
its article as a “Disaster for Internet Freedom” 
(May 5th). 

Just a few articles display a more objective 
view about the reform and 
its possible effects. Only 2 
out of 11 articles viewed 
presented the points that 
would be modified and 
gave a brief description of 
them. The rest of them give 
information based either 
on their own lecture of the 
proposal or by interviewing 
a researcher, a hacker or 
an association that advoca-
tes for Net’s freedom. 

Other articles present 
information about the 
preliminary changes to 
the proposal. Specifically, 
the news articles detail the 
changes that senators intend 
to modify in order to get rid 
of the articles that censor 
the use of Internet. 5 out of 6 newspaper arti-
cles present the point of view of a politician; all 
of them give either a statement of discarding 
censorship on the Net or denying such cen-
sorship and claiming a wrong interpretation of 
the law. The other one presents the point of 
view of a researcher who affirms that the bill 
threatens the freedom of the Internet.

Eight op-eds were read; all of them but one 

2 	 All the links to the newspaper articles are availa-
ble in the Appendix section.	

follow the same line of the first type of articles, 
explaining the disadvantages that all these chan-
ges carrie to the democracy and the censorship 
in the Internet. Some qualify the reform as re-
verse the advance of Internet and other said the 
net is at peril.

Protests and the postpo-
sition of the reform are 
other type of information 
that dailies have covered; it 
seems that the former had 
a big impact in the latter. 
The discussion and approval 
of the reform is thought to 
be completed between June 
the 9th and 13th. 

Two characteristics are 
presented in almost all the 
articles. The discontent with 
the censorship and the in-
tention to modify the law so 
it will not be too oppressive. 
This is true not only on the 
Mexican newspapers but 
also on the international 
news. The fact that there is 
a majority of articles that 

present the legislation as negative is slightly ba-
lanced by the few articles where politicians give 
their point of view about the reform and the 
changes they will make, so it will not attempt 
against the freedom on the Net.

Most of the newspapers took one or another 
side. The most balanced one was Milenio, it was 
also the one that seemed to generate more 
information about this topic. The rest of them 
gave, in general terms, a more subjective point 
of view about the situation. This may be seen 

Interviewees don’t 
believe regulations 
are needed for a 
better use of the 
Internet. When asked 
about accepting or 
not the geolocation 
of electronic devices 
8 of them consider 
this should not be 
done.
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as a biased whichview that does not generate 
enough points of action in respect to the dis-
cussion of this theme.

In respect to the audience, there are ideas that 
agree with the information presented in the 
newspapers. 19 people answered a questionnai-
re sent to them, 10 women and 9 men, most of 
them students. 15 of them fell in the range of 
18-23-year old, 3 in the 24-29 group and one 
in the 30-35 segment. 14 of them navigate on 
the Net every day, while 5 do it six days a week. 
Almost of all those –16– navigate, primarily, on 
platforms like Facebook and Twitter. 

Interviewees were given 5 options (None, Little, 
Moderate, Much, Very important) to select how 
important they considered was a subject. 10 of 
them consider Internet should be “Much” free, 
3 selected “Moderate” and 6 stated it should be 
the freer medium (the Very important option). 
11 think freedom of speech is “Very important”, 
7 selected “Much” and 1 “Moderate”.

When asked about their knowledge of the pro-
posal, only 4 didn’t know about it; the rest of 
them pointed out to pretty much all the news-
paper articles presented. A few of them knew 
more about the details of the proposal but, in 
general, the regulation of the Internet and cen-
sorship were themes commonly mentioned.

Anonymity, protection of bank accounts data 
and guarantee of not divulgation of personal 
data, are some of the common mentions of 
privacy on the Internet. When asked how much 
information can be used by government and ISPs 
online, the results are mixed. 7 would propor-
tionate voluntarily their information; 4 selected 
that all the information, never mind someone 
request it. On the contrary, 4 believe that their 

information should remain anonymous no 
matter who requests it; 2 said that only the pre-
vious requested data; one stated that only what 
is authorized for that person can be used, and 
one wrote that, in a way, all the information on 
the Net is public, if you don’t want it to be used 
don’t put it there. 

Interviewees don’t believe regulations are ne-
eded for a better use of the Internet. When 
asked about accepting or not the geolocation 
of electronic devices 8 of them consider this 
should not be done; 11 agree in first instance 
but do not think that government would make 
a good use of this data. In addition, there is un-
certainty on how this would really work.

To test the hypothesis, interviewees had to se-
lect with whom they trust their personal data: 
government, ISPs or neither of them. Only one 
person selected the ISPs, the rest of the users, 
do not trust neither of them. This supports the 
hypothesis but it also shows the low levels of 
trust citizens have on both government and ISPs. 
Due to the uncertainty of how the data would 
be used, and a long history of inefficient resou-
rces management from part of the government, 
citizens have lost trust on them, especially on 
the government. 

“Trust is of paramount importance in virtual 
groups, and lets trustworthy members get other 
member’s support” (Gattikeret al., 2001, p. 173). 
Different than what is presented by Gattiker on 
the creation of trust in virtual communities, the 
(old) levels of distrust in real life have led to a 
lack of confidence on the actions of Mexico’s 
government, which makes it particularly difficult 
to create levels of trust on the Net. This, along 
the lack of clarity in the proposal, creates a 
feeling of rejection from citizens. The previous 
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mentioned rallies are just one form to show the 
discontent of Mexicans about this legislation.

Conclusion

The general results show three main aspects: 
1) a proposal not well defined, 2) mistrust on 
the government to apply these mechanisms, 3) 
rejection from citizens to accept these changes 
due to both the lack of clarity on the proposal 
and the high levels of distrust.

However the results, they do not comprise a 
general view of Mexican 
population. The number 
of interviewees is too low 
to claim. In addition, most 
of them are students or 
already graduated, this only 
shows the perception of 
a small targeted group. A 
bigger and varied sample 
is needed to make an ap-
proach of how citizens feel 
about the reform and what 
they think are the characte-
ristics of the Internet and 
which regulations could –or 
not– be applied.

Moreover, it would be interesting to see what 
changes would be made to the proposal and 
what is going to be the final resolution to the 
telecommunications bill. 

One point that is not clarified with the data 
presented is what would have happened had the 
ISPs had proposed such changes in the flow of 
information and data collection. Nonetheless, it 
also exists mistrust over them, as showed with 
the results for the hypothesis. It seems that no 

matter who intends to establish regulations in 
the Internet, citizens will not accept them un-
less they are assured their information is going 
to be secured and utilize it only to purposes 
they authorize. 

There are two things that need to be done 
in order to gain the acceptance of Mexican 
citizens in respect to regulating the Net. First 
–and easier to accomplish– is too clearly defi-
ne the changes proposed in the law and make 
sure they will not attempt against the security 
and anonymity of users. Second –much more 

complicated– is to start to 
generate confidence among 
citizens; something that has 
to start not in the virtual 
world, but in the real one. It 
would be almost impossible 
to create high levels of trust 
on the Internet due to the 
poor faith Mexicans have on 
the government. In this case, 
more than primarily gene-
rate mechanism of trust on 
the online community, the 
changes have to come from 
“outside”; something that 

may well take several years to happen.

One question arises, would that be possible? 
For the government to do that, it will take more 
than assuring anonymity on the Net but to 
concentrate on giving  solutions on other areas 
of the social sphere, such as national security, 
economic growth and the like. These aspects 
would indirectly start to make changes in the 
perception of citizens. 

What would happened, for instance, if ISPs, but 
specially government, gives credible and positive 

“Trust is of 
paramount 
importance in 
virtual groups, and 
lets trustworthy 
members get other 
member’s support.” 
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results with this reform on the Internet, would 
that change the perception of Mexican citizens 
over the reform and the way Mexican govern-
ment acts? Could this generate higher levels of 
trust outside, in the real world?

It will be interesting to see what happens in the 
next weeks. Legislators will discuss the changes 
and possibly approve the reform between June 
the 9th and the 13th. Clarity and beneficial laws to 
the users are needed to start generating trust 
among them, a task that seems decidedly 
complicated3.

Epilogue

Another review of newspapers and the pro-
posal confirm the desire of México’s president 
stated above. 

On July 14th 2014, the Federal Telecommuni-
cations and Broadcasting Law was reformed 
and presented by Enrique Peña Nieto who 
claimed that this law guarantee Internet’s free 
access to all Mexicans, freedom of speech and 
net neutrality.   

On one note from Mexican newspaper El 
Economista (November 20th) some of the be-
nefits of the new law are presented, such as 
the reduction of costs for financial interme-
diaries, and as consequence, more participants 
to offer more financial services in the future.

Animal Político presents the report that the 
organization Freedom House, named “Tighte-
ning the Net: Governments Expand Online 
Controls”, published on December 4th. On 
this report they present data that supports 
the information for the limits on content, 
violations of user rights, and they also point 

3out to the lack of freedom of speech, press 
and privacy. 

The future of net in Mexico is still uncertain, 
it will be important to see how it develops 
and what the consequences are due to this 
reform. 

One thing is clear though, if government does 
not start to gain trust among Mexicans, the 
disputes will continue over this issue. On the 
other hand, it will be important for citizens in 
Mexico to better know what the Law states 
and understand its uses and practices.

3   	 The last review of newspapers present the de-
sire of Peña Nieto to have settled the reform by the first 
two weeks of July (Excelsior note dated 9/6/14), whereas 
Senator Jorge Luis Preciado stated that the Senate is the 
one responsible to schedule the discussions and approval 
of the law (El Universal note dated 10/6/14). There is no 
certainty when this will be affirmed. 
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